
Finding the Right Solution
With a CDW Firewall Deployment Services for SMB engagement, we help you protect your sensitive 
data and applications, increase your IT team’s efficiency, minimize disruptions during cutover and 
help you meet compliance and regulatory requirements (such as PCI DSS, PII, HIPAA and GDPR).

CDW will provide implementation services for Cisco, Palo Alto Networks or Fortinet firewalls to 
provide best-in-class security protection at an accessible price point for small- to medium-sized 
businesses and small enterprises.

There are three tiers available:

•	 Essentials: One firewall or HA pair of firewalls.

•	 Essentials Plus: Two stand-alone or two HA pairs of firewalls.

•	 Advanced: Up to four stand-alone or four HA pairs of firewalls.

We will ensure that these devices are integrated into your environment and are configured in line 
with industry best practices to ensure maximum protection.

CDW + FIREWALLS
Each new technology in your tech stack has 
the potential for greater scalability, agility 
and efficiency — but they also introduce risk.

At CDW, we help integrate and secure these 
systems while keeping your organizational 
outcomes top of mind.

•	 Our experienced engineering team has 
experience across a broad range of 
cloud and on-prem environments.

•	 CDW holds the highest level of partner 
status with Fortinet, Palo Alto Networks 
and Cisco. 

CERTIFICATIONS
•	 50K security solutions delivered 

•	 5K security assessments completed

•	 600+ dedicated security coworkers

•	 500+ security industry certifications 

•	 8x Palo Alto Networks Partner of the 
Year

•	 Palo Alto Networks Diamond Innovator 
for 10+ years 

•	 5x Cisco Master Partner 

•	 #1 Cisco Partner for North America 

•	 5x Fortinet Partner of the Year 

•	 Fortinet Engage Preferred Services 

CDW’s implementation services help firewall clients protect sensitive data and applications by 
performing a thorough deployment so that your IT teams can focus on day-to-day activities. In 
addition, we leverage our expertise to help your organization optimize bandwidth for specific users 
and/or locations and minimize latency commonly experienced at remote/regional sites. CDW’s team 
of experts offers knowledge transfer to empower you and your staff with the knowledge and skills 
to effectively manage your new firewalls, and we are available to address any technical concerns or 
questions.

Firewall Deployment Services for SMB can help you achieve:

Reliability Reduced 
Cost

Reduced 
Risk

CDW’s full lifecycle of Services can support your organization no matter where you are on your journey 

Design Orchestrate Manage On-Premises On-Journey Cloud-Based

Seamless 
firewall  solutions, 
tailored for your 
business.

CDW Professional Services

Firewall Deployment  
Services for SMB

https://www.cdw.com/content/cdw/en/services/amplified-services.html


To learn more about Firewall Deployment Services for SMB,
contact your account manager or call 800.800.4239.
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Services Overview 
The following table describes what is included with each tier of a Firewall Deployment Services for SMB engagement:

Service Essentials Essentials Plus Advanced

NAT/PAT Rules 10 15 30

RAVN Profiles 1 1 3

Management Local or existing 
management server 

Existing management 
server or new  

management server 
deployment 

Existing management 
server or new  

management server 
deployment 

Dynamic Routing Not supported OSPF, EIGRP OSPF, EIGRP, BGP 

https://www.cdw.com/content/cdw/en/services/amplified-services.html

