What is MITRE Engenuity ATT&CK Framework?
The MITRE Engenuity ATT&CK Evaluation is among the world’s most respected third-party security tests. It provides organizations with a critical and objective assessment of product performance. The results indicate a solution’s ability to provide security analysts a quick, clear picture of how an attack unfolded.

Participating vendors are measured on their ability to detect and address real-world threats through the language and structure of the ATT&CK (Adversarial Tactics, Techniques, and Common Knowledge) Framework.

The 2022 Enterprise ATT&CK Evaluation emulates the real attack methods of Wizard Spider and Sandworm, two APT threat groups that conduct ransomware campaigns for financial gain and data destruction. “As cyberattacks continue to strengthen and escalate, so must technology and the creative thinking of researchers who work around the clock to ensure that organizations in all industries can advance their reliance on the digital and connected world.” said SonicWall SVP and Chief Technology Officer John Gmuender.

2022 MITRE ATT&CK Evaluations
Capture Client is powered by SentinelOne’s Stellar Performance that Delivered Maximum Cybersecurity Value for the Third Year Running

SentinelOne Had Exceptional Results and Exceeded in Every Category of the 2022 Enterprise ATT&CK Evaluation

What is MITRE Engenuity ATT&CK Framework?

ATT&CK Framework Components

- Adversarial Tactics: What the attacker is trying to do.
- Techniques: How the attacker achieves objectives.
- Common Knowledge: Who are they? Their behavior.
What Do the Results Mean for My Organization?
SentinelOne’s performance demonstrates how Capture Client is uniquely positioned to drive business value and help organizations excel across major KPIs:

<table>
<thead>
<tr>
<th>100% Protection</th>
<th>100% Detection</th>
<th>100% Real-time</th>
<th>99% Visibility</th>
<th>99% Highest Analytic Coverage</th>
</tr>
</thead>
<tbody>
<tr>
<td>9 of 9 MITRE ATT&amp;CK Tests</td>
<td>19 of 19 Attack Steps</td>
<td>0 Delays</td>
<td>108 of 109 Attack Sub-Steps</td>
<td>108 of 109 Detections</td>
</tr>
</tbody>
</table>

Why Choose Capture Client powered by SentinelOne?
Capture Client with SentinelOne’s superior visibility, actionable context, the ability to defeat adversaries in real-time and out-of-box efficacy sets us apart from every other vendor in the market.

About SonicWall
SonicWall delivers Boundless Cybersecurity for the hyper-distributed era and a work reality where everyone is remote, mobile and unsecure. By knowing the unknown, providing real-time visibility and enabling breakthrough economics, SonicWall closes the cybersecurity business gap for enterprises, governments and SMBs worldwide. For more information, visit www.sonicwall.com.