Overview

Changing regulations are impacting the way in which data is handled, and the privacy of that data ensured. The task of maintaining compliance with these regulations and your own organization’s policies can be challenging. Increasing demands for specific information related to subject data requests and legal situations means you need to find the right data, fast.

With your data residing in more places than ever before, how do you answer these compliance questions:

- Can you quickly search for compliance data across all locations including email and endpoint devices?
- Can you proactively preserve key data sets for review?
- Can you provide trust in the data, ensuring key data is not modified or deleted?
- Can you support post incident investigations relating to data breaches caused by cyber threats such as ransomware or leakware?
- What is your organization doing to respond to changing regulatory demands like GDPR and CCPA?
- How long would it take for you to respond to a legal or compliance-related data requests?
- How can you reduce expensive costs for external legal services?

“In 2020, the SEC alone brought 715 enforcement actions for non-compliance, totaling approximately $4.68 billion USD in penalties – the highest amount on record.”

SEC | sec.gov

Meet your legal and compliance needs.

Commvault® eDiscovery & Compliance gives you the information needed to answer these questions through the means of valuable data insights, allowing you to reduce time and costs for eDiscovery, facilitate efficient compliance, and ensure relevant legal data remains unaltered. This is achieved with a highly efficient means to quickly collect electronically stored information (ESI) – including emails and documents for investigations from immutable backups, assuring a trusted chain-of-custody, while providing easy management through a single user interface — the Commvault Command Center™.
Commvault® eDiscovery & Compliance key features

<table>
<thead>
<tr>
<th>Feature</th>
<th>Details</th>
</tr>
</thead>
</table>
| Assure relevant data is unaltered           | • Proactively preserve ESI from immutable backups to ensure that original data cannot be lost or modified  
• Create legal holds to ensure the case folders and their contents survive default data retention policies  
• Assure chain-of-custody and trust in the data for legal and compliance purposes                                                                 |
| Facilitate efficient compliance              | • Automatically capture data for custodians or file locations based on rules, search criteria, and content filters  
• Streamline operational efficiency for data collection through supporting of one-time, scheduled, or continuous operations  
• Reduce risk by automating the removal of redundant and obsolete ESI                                                                 |
| Streamline data review via advanced keyword search capabilities | • Simple search interface across email and file data sources, leveraging advanced techniques (e.g. fuzzy, proximity) on content and filtering of email/file metadata  
• Improve compliance and eDiscovery tasks with enhanced review tools such as tagging  
• Simplified multi-format data export for use with external systems and teams                                                                 |
| Reuse data from backup sources               | • Reduce times for collection of ESI through the use of pre-indexed backups  
• Reduce storage costs consumed by separate eDiscovery and compliance indexes  
• Support IT resiliency and add value with the ability to reuse existing backed up data                                                                 |
| Collect relevant data from a single pane of glass at a massive scale | • Streamlined integration with archiving and retention policies  
• Role-based access to dashboards and operations ensures the right users have access to insights and management tools for each data source, dashboards can therefore be shared appropriately between IT, legal and business users in order to share decision making  
• All actions and access leave an audit trail to track back to changes made                                                                 |
“In 2020, GDPR fines rose by nearly 40%, totaling €158.5 million, costing organizations 4% global annual revenue for compliance breaches.”

GDPR-info | gdpr-info.eu

**Complete your Intelligent Data Management strategy**

Enhance your data management by integrating Commvault® eDiscovery & Compliance with a proven leader and innovator in the backup and recovery market – Commvault Complete™ Data Protection.

Commvault Complete™ Data Protection is a comprehensive yet easy-to-use data protection solution that combines Commvault® Backup & Recovery with Commvault® Disaster Recovery. It delivers backup, replication, and disaster recovery for all workloads, across entire hybrid environments. It provides trusted recovery of data and applications, virtual machines, and containers, along with verifiable recoverability of replicas, cost-optimized cloud data mobility, security, and resilient ransomware protection, and flexible copy data management to leverage protected data for DevOps, testing, and analytics.

Commvault® eDiscovery & Compliance can operate independently of Commvault Complete™ Data Protection or as part of a combined solution to maximize your business’s data management capabilities.

Use Commvault® eDiscovery & Compliance today to reduce time and costs for eDiscovery, facilitate efficient compliance, and ensure relevant legal data remains unaltered.

For more information, please visit commvault.com/ediscovery-and-compliance >