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A SEAMLESS TRANSITION TO THE CLOUD 
Looking to move to the cloud?  How does that affect your identities? How do you enable security and protect your users? CDW is 
here to help with a secure way to transition and connect your identities to the cloud with confidence. We will get you started in the 
most secure way of connecting your users to the cloud. 

WHAT YOU GET

Microsoft Entra is a suite of cloud-based identity solutions that provide a host of identity and access management capabilities. 
Azure Active Directory (Azure AD), a core Microsoft Entra solution, provides Identity as a Service features and capabilities, 
including cloud unified identity management, single sign-on, conditional access, identity protection and identity lifecycle 
management.  

This rapid deployment, optimized for small to medium-sized businesses, enables customers to quickly realize value from their 
investment in Azure AD. As part of this engagement, a CDW Azure AD subject matter expert will work with the customer to 
configure and deploy an Azure AD tenant in an all-cloud or hybrid identity configuration, according to CDW security best practices.

WHAT’S INCLUDED
 � Azure AD rapid deployment

 � Initial tenant configuration

 � Basic security settings

 � Multifactor authentication (MFA), self-service password reset (SSPR) and Password Protection configuration

 � Publish and configure enterprise SaaS apps in Azure AD (up to four)

 � Additional security configuration

 � Post-deployment review session 

PRICING: 
Get started for $10,000



PREPARE
We help our clients create and 
align strategies and programs 
to address ever-evolving 
business risks. This includes 
creating a relevant and 
achievable security roadmap.

DEFEND 
We work collaboratively 
with clients to decide which 
technologies to implement to 
protect against cyberthreats.

RESPOND
We monitor critical business 
assets, respond rapidly to 
incidents and validate the 
effectiveness of security 
controls 24x7x365, so you don’t 
have to.

For more information, contact your CDW account team 
at 800.972.3922 or visit CDW.ca/security

The terms and conditions of product sales are limited to those contained on CDW’s website at CDW.ca. Notice of objection to and rejection of any additional or different terms in any form delivered by customer is 
hereby given. CDW®, CDW•G® and PEOPLE WHO GET IT® are registered trademarks of CDW LLC. All other trademarks and registered trademarks are the sole property of their respective owners.
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CDW’S SECURITY APPROACH
Our risk-based approach to security is based on the NIST Cybersecurity Framework, which allows organizations to achieve their 
ideal security posture. We work with you to:

RELY ON CDW’S BEST-IN-CLASS SECURITY PROFESSIONALS
Our team has: 

 � 100+ certifications spanning the breadth of the security domain, including secure architecture, log & data analytics and 
threat prevention 

 � 15+ years consulting for Canadian organizations 

 � Every consultant has a foundation in operational excellence and at least five years of field experience 

 � Highest level of partner recognition from top security vendors 

https://www.cdw.ca/content/cdwca/en/solutions/cybersecurity.html?cm_mmc=vanity-_-security-_-NA-_-NA

