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CDW Threat Risk Assessments (TRA) are used to categorize information technology assets, examine the different threats that 
may jeopardize them and identify and correct the most immediate and obvious security concerns. While taking tactical measures 
to correct immediate problems is important, understanding the different threats and risks will enable management to make 
informed decisions about security so they can apply appropriate, cost-effective safeguards in the longer term. This balanced 
approach allows for strategic positioning by logically applying risk mitigation strategies in a controlled and economical manner 
rather than informal, and often expensive, implementations.

THREAT RISK ASSESSMENT
Security - Risk Advisory Services

DELIVERABLES

BENEFITS

 � A TRA serves to improve your security posture through long- and short-term measures by providing a foundation on 
which to build strategic and tactical IT security plans, policies, procedures and guidelines

 � A catalogue of both threats and controls are produced for a client’s IT management practices. These catalogues are often 
demanded during subsequent auditing of the IT organization and resources

 � Creates continuity between disparate information security models, processes, procedures and people policies that 
may be created by corporate mergers, new strategic partnerships and streamlining initiatives

 � Compliance reporting to mitigate risk associated with corporate audits

 � Clear report of security and overall global risk

 � Assessment methodology

 � Logical scope diagram(s)

 � Statement of Sensitivity/Evaluation table/ 
Threat statement table

 � Gap analysis report

 � High level architecture review and data flow review

 � Findings and remediation recommendations   
(Including strategical and tactical road map)

 � Risk register/table

 � Risk analysis report 

Comprehensive report and artifacts including:



CDW.ca/security | 800.972.3922

For more information, contact your CDW account manager  
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WHY CDW?
 � Our years of experience, industry-leading expertise and partnerships with leading technology providers can help you 

address vulnerabilities in your network, now and in the future.

 � We back up our security expertise with an array of industry and partner certifications.

 � We are SOC 1, SOC 2, Protected B and PCI certified in our data centre controls

CDW RISK ADVISORY SERVICES 

We help our clients by improving the performance of their assets in the following centres of excellence: audit and assurance, 
information security, IT service management and technology advisory. This framework aids in servicing the needs of diverse 
business sectors. Our talented and driven professionals are committed to helping organizations assess, remediate, monitor and 
manage operational, security, privacy and technology-related risks. This results in clients achieving their optimal potential and 
high performance.

impact 
With our extensive industry expertise and innovative application of leading-edge solutions, we are our client’s preferred 
provider for superior client services. Our clients appreciate our constant strive for excellence in everything we do by 
remaining open to new ideas, finding better ways of working and not refraining from taking risks. This composition of 
skills is precisely why our clients prefer our services in successfully managing risks and effectively transforming those 
risks into rewards.

approach 
CDW provides a dependable solution for businesses that require improved operational efficiencies in the delivery of 
key business strategies. Focusing on audit and assurance, information security and IT service management, we offer a 
number of distinct advantages to our clients. Our professionals are dedicated to responsibilities including, but not limited 
to, assessing, remediating and managing risks, while attentively considering the protection of information assets. We 
understand that every business is unique and our team is dedicated to developing frameworks of success tailored to 
each and every client.

capabilities
 � Risk management

 � Enterprise-scale audit

 � Information protection 

 � IT Service Management (ITSM)

 � ITS adoption

 � Maximizing IT investment

 � Business & organizational transformation

 � Compliance & governance

 � Operations & technology


