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Security 

SERVICE OVERVIEW 
Protecting users has become more complex since work-from-anywhere, cloud adoption and digital transformation have forced 
organizations to expand security beyond the traditional perimeter. Expanding traditional security controls by backhauling traffic 
to the corporate network for inspection is expensive to scale, impacting performance and introducing risk. That’s why CDW 
is partnering with Palo Alto Networks to offer a new cloud-first solution that delivers reliable and scalable security to users 
regardless of where they choose to work.

CDW’s Managed SASE (Prisma Access) consolidates all the networking and security capabilities organizations need into one single 
cloud-delivered platform, providing security to any user, to all applications from anywhere. This solution consists of two layers: 
Security as a service (SaaS) and Networks as a service (NaaS). 

The first layer (SaaS) offers comprehensive security capabilities consolidated into one single service edge, including:

 � Firewall as a Service (FaaS): provides the full capabilities of Palo Alto Networks next-generation firewalls.

 � Zero Trust Network Access (ZTNA): with granular role-based access control, users are authenticated and allowed 
to access sanctioned applications. 

 � Cloud Secure Web Gateway: protects remote users for all web traffic protocols and applications in hybrid 
environments. 

 � Cloud Access Security Broker (CASB): enables inline visibility and control of SaaS applications.
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The second layer (NaaS) allows you to optimize your application traffic with Prisma SDWAN. Whether the traffic comes from 
remote networks or mobile users worldwide, Prisma Access inspects it and enforces security policies before routing it out to 
the internet, cloud applications, headquarters, or a private data centre.  
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WHY CDW?
 � Our industry-leading expertise and partnerships with leading technology providers can help address vulnerabilities in your 

network, now and in the future 

 � We have hundreds of years of IT security operations experience on our team 

 � We have major enterprise reference customers 

 � Our dedicated security operations facility is the most advanced in Canada 

 � We back up our security expertise with an array of industry and partner certifications 

 � Our service is SOC 1, SOC 2 compliant and our data centres are ISO 27001 certified

 � We are committed to delivering an exceptional experience to our customers 

MANAGED SECURITY SERVICES PARTNERS 

For more information, contact your CDW account team 
at 800.972.3922 or visit CDW.ca/security

The terms and conditions of product sales are limited to those contained on CDW’s website at CDW.ca. Notice of objection to and rejection of any additional or different terms in any form delivered by customer is 
hereby given. CDW®, CDW•G® and PEOPLE WHO GET IT® are registered trademarks of CDW LLC. All other trademarks and registered trademarks are the sole property of their respective owners.
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FEATURES

 � 24x7x365 management, monitoring and expert support by CDW´s highly certified staff in our Security Operations Centre  

 � Security event response support 

 � Monthly native reports from the SASE platform and service-level reports

 � A consistent client experience with low latency 

 � First-class security based on the Palo Alto Networks Firewall 

 � Ultra-low latency with reduced operational complexity that provides a reliable user experience 

BENEFITS

 � Maintain consistent security and compliance through First-class security for all users, applications and services and 
consistent policy across branch, mobile and retail 

 � Enables secure branch-to-branch, user-to-branch or branch-to-Internet connectivity without the need for direct 
connectivity

 � Ensures enterprise security is extended to the remote and branch office locations, providing a seamless and scalable 
security solution wherever you need it  

 � Provides consistent risk management and compliance for all users access any cloud or SaaS-based applications

https://www.cdw.ca/content/cdwca/en/solutions/cybersecurity.html?cm_mmc=vanity-_-security-_-NA-_-NA

