Orchestrating the Right Solution

With a Security Maturity Assessment engagement, a CDW engineer performs and provides the following:

- An interview-based analysis of your security framework compared to the CIS Controls.
- A prioritized actionable remediation roadmap, security framework controls report, and technical assessment results report. Your CDW engineer creates and presents you with these during an outbrief.
- Optionally, a lightweight penetration test of the organization’s external and internal environments.

We get Security requires a solid foundation.

CDW Amplified™ Information Security
Security Maturity Assessment

CDW’s Security Maturity Assessment service helps organizations understand their current security posture and provides a best-practice approach to establishing a foundational baseline of security. With CDW’s Security Maturity Assessment, we help organizations do the following:

- Understand their security landscape and how it aligns to common best-practice security frameworks.
- Plan a roadmap to build the security program within their organization.

CDW’s Security Maturity Assessment can help you achieve:

- Reliability
- Reduced Risk
- Increased Performance
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CDW gets information security

Our team has conducted more than 5,000 engagements across all verticals, helping clients of all sizes, each with their own needs. We get every organization has its own unique challenges; our assessments carry that context into our final assessment to deliver practical, usable and contextually relevant analysis. Additionally, CDW is:

- Able to identify the ideal solution. We maintain an ethical distance between assessment and sales functions, performing independent validation of your security posture and focusing on identifying needs and fixes rather than pushing specific products or services.
- Trusted and professional. CDW’s security services professionals have a range of expertise in many disciplines and products. Many of our engineers have more than a decade of individual experience in military, government and private-sector work.
- Stable, reliable and mature. Our team has operated continuously since its inception in 1998 and follows the processes and procedures of a mature consulting organization. We use tools and methodologies that align with industry standards, such as:
  - NIST CSF
  - SOX
  - CIS
  - PCI-DSS
  - NIST 800-171
  - ISO 27001/2
  - MITRE ATT&CK
Services Overview

The following elements are included in a Security Maturity Assessment:

<table>
<thead>
<tr>
<th>Feature</th>
<th>Security Maturity Assessment</th>
</tr>
</thead>
<tbody>
<tr>
<td>Business Requirements and Operational Expectations Review</td>
<td>✓</td>
</tr>
<tr>
<td>Compliance Requirements Review and Analysis</td>
<td>✓</td>
</tr>
<tr>
<td>Identify Pre-existing Data Sources</td>
<td>✓</td>
</tr>
<tr>
<td>Stakeholder Interviews and Data Collection</td>
<td>✓</td>
</tr>
<tr>
<td>Architecture Review and Gap Analysis</td>
<td>✓</td>
</tr>
<tr>
<td>Optional: External and Internal Penetration Testing</td>
<td>✓</td>
</tr>
<tr>
<td>Security Improvement Roadmap</td>
<td>✓</td>
</tr>
<tr>
<td>Final Report</td>
<td>✓</td>
</tr>
<tr>
<td>Executive Management Presentation</td>
<td>✓</td>
</tr>
</tbody>
</table>

Certifications

CDW has earned the following industry certifications:

CDW has earned the vendor-specific certifications from the following partners:

- AWS
- Carbon Black
- Cisco
- Fortinet
- Microsoft Azure
- Palo Alto
- Splunk

To learn more about CDW’s Security Maturity Assessment, contact your account manager or call 800.800.4239.